

**Enterprise Linux Security Administration**

**Course Number:** LNX-122
**Duration:** 5 days

**Overview**

This Enterprise Linux Security Administration training course teaches attendees how to properly secure machines running the Linux operating system. Students gain an excellent understanding of potential security vulnerabilities and learn a broad range of general hardening techniques.

NOTE: This class can be taught using the Linux distribution of your choice.

**Prerequisites**

This class covers advanced security topics and is intended for experienced systems administrators. Candidates should have current Linux or UNIX systems administration experience equivalent to Accelebrate’s [Linux Fundamentals](file:////training/linux-fundamentals), [Enterprise Linux Systems Administration](file:////training/enterprise-linux-system-administration), and [Enterprise Linux Network Services](file:////training/enterprise-linux-network-services) courses.

**Materials**

All Linux training attendees receive comprehensive courseware.

**Software Needed on Each Student PC**

Attendees will not need to install any software on their computer for this class. The class will be conducted in a remote environment that Accelebrate will provide; students will only need a local computer with a web browser and a stable Internet connection. Any recent version of Microsoft Edge, Mozilla Firefox, or Google Chrome will be fine.

**Objectives**

* Gain an excellent understanding of potential security vulnerabilities
* Packet filtering, password policies, and file integrity checking
* How to audit existing machines and
* How to securely deploy new network services.
* How to use advanced security technologies such as Kerberos and SELinux
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