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**Overview**

This Terraform for Azure training course teaches attendees how to use Terraform to deploy and manage resources on Azure. The course starts with the basics of Terraform and then covers IaC (infrastructure as code) and the Terraform workflow, the Azure Terraform provider, HCL (Hashicorp Configuration Language) programming, best practices, and troubleshooting. Students learn how to integrate Terraform with CI/CD pipelines, GitOps, and other Azure and Hashicorp tools.

**Prerequisites**

Attendees must have a basic working knowledge of Linux and Windows-based systems (i.e., Bash or PowerShell) and have a fundamental understanding of Azure.

**Materials**

All Terraform for Azure attendees receive comprehensive courseware.

**Software Needed on Each Student PC**

A modern web browser and an Internet connection free of restrictive firewalls, so that the student can connect by SSH or Remote Desktop (RDP) into AWS virtual machines.

**Objectives**

* Understand IaC and how it is different from traditional scripting
* Initiate a Terraform project and use the Terraform CLI
* Provision and manage Azure resources using Terraform
* Explore Terraform's architecture and how it impacts IaC workflows
* Code in HCL using best practices
* Understand HCL Data Source blocks
* Work with custom modules
* Understand Terraform state management
* Debug Terraform scripts and apply IaC principles
* Implement Terraform within CI/CD pipelines
* Integrate GitOps with Terraform
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